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164 

A profile is a collection of Common Information Model (CIM) elements and behavior rules that represents 
a specific area of management. The purpose of the profile is to ensure interoperability of Web-Based 
Enterprise Management (WBEM) services for a specific subset of the CIM schema — in this case Optical 
Drive diagnostics. 

Diagnostics is a critical component of systems management. Diagnostic services are used in problem 
containment to maintain availability, achieve fault isolation for system recovery, establish system integrity 
during boot, increase system reliability, and perform routine proactive system verification. The goal of the 
Common Diagnostic Model (CDM) is to define industry-standard building blocks, based on and consistent 
with the DMTF CIM, which enables seamless integration of vendor-supplied diagnostic services into 
system management frameworks. 

The goal of the CPU Diagnostics Profile is to define industry-standard building blocks that enable 
seamless problem determination support for CPUs.  The profile extends the standard diagnostic profile by 
identifying a base set of CPU functions that should be diagnosed by provider implementations. Suppliers 
can differentiate their diagnostic offering by providing this base set of diagnostics and developing 
diagnostics to analyze proprietary features of the CPU. 

Document conventions 

Typographical conventions 

The following typographical conventions are used in this document: 

• Document titles are marked in italics. 

• Important terms that are used for the first time are marked in italics. 

ABNF usage conventions 

Format definitions in this document are specified using ABNF (see RFC5234), with the following 
deviations: 

165 
166 

167 • Literal strings are to be interpreted as case-sensitive Unicode characters, as opposed to the 
definition in RFC5234 that interprets literal strings as case-insensitive US-ASCII characters. 168 
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175 
176 

178 
179 
180 

181 
182 
183 

184 

1 Scope 170 

The CPU Diagnostics Profile defines the set of classes, properties, methods, and default values needed 
to perform effective problem determination for processors within a management domain. The set of 
classes that model CPU presence and CPU characteristics are not described within the scope of this 
profile. 

The target audience for this specification is implementers who are writing CIM-based providers or 
consumers of management interfaces that represent the component described in this document. 

2 Normative References 177 

The following referenced documents are indispensable for the application of this document. For dated 
references, only the edition cited applies. For undated references, the latest edition of the referenced 
document (including any amendments) applies. 

The following referenced documents are indispensable for the application of this document. For dated 
references, only the edition cited applies. For undated references, the latest edition of the referenced 
document (including any amendments) applies. 

DMTF DSP0004, CIM Infrastructure Specification 2.6, 
http://dmtf.org/sites/default/files/standards/documents/DSP0004_2.6.pdf 185 

186 DMTF DSP0200, CIM Operations over HTTP 1.3, 
http://dmtf.org/sites/default/files/standards/documents/DSP0200_1.3.pdf 187 

188 DMTF DSP1001, Management Profile Specification Usage Guide 1.0, 
http://dmtf.org/sites/default/files/standards/documents/DSP1001_1.0.pdf 189 

190 DMTF DSP1002, Diagnostics Profile 2.0, 
http://dmtf.org/sites/default/files/standards/documents/DSP1002_2.0.pdf 191 

192 DMTF DSP1022, CPU Profile 1.0 
http://dmtf.org/sites/default/files/standards/documents/DSP1022_1.0.pdf 193 

194 DMTF DSP1033, Profile Registration Profile 1.0, 
http://dmtf.org/sites/default/files/standards/documents/DSP1033_1.0.pdf 195 

196 IETF RFC5234, ABNF: Augmented BNF for Syntax Specifications, January 2008, 
http://tools.ietf.org/html/rfc5234 197 

198 ISO/IEC Directives, Part 2, Rules for the structure and drafting of International Standards, 
http://isotc.iso.org/livelink/livelink.exe?func=ll&objId=4230456&objAction=browse&sort=subtype 199 

201 
202 

3 Terms and Definitions 200 

In this document, some terms have a specific meaning beyond the normal English meaning. Those terms 
are defined in this clause. 

http://dmtf.org/sites/default/files/standards/documents/DSP0004_2.6.pdf
http://dmtf.org/sites/default/files/standards/documents/DSP0200_1.3.pdf
http://dmtf.org/sites/default/files/standards/documents/DSP1001_1.0.pdf
http://dmtf.org/sites/default/files/standards/documents/DSP1002_2.0.0.pdf
http://dmtf.org/sites/default/files/standards/documents/DSP1022_1.0.1.pdf
http://dmtf.org/sites/default/files/standards/documents/DSP1033_1.0.pdf
http://tools.ietf.org/html/rfc5234
http://isotc.iso.org/livelink/livelink.exe?func=ll&objId=4230456&objAction=browse&sort=subtype
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The terms "shall" ("required"), "shall not," "should" ("recommended"), "should not" ("not recommended"), 
"may," "need not" ("not required"), "can" and "cannot" in this document are to be interpreted as described 
in 

203 
204 

ISO/IEC Directives, Part 2, Annex H. The terms in parenthesis are alternatives for the preceding term, 
for use in exceptional cases when the preceding term cannot be used for linguistic reasons. Note that 

205 
206 

ISO/IEC Directives, Part 2, Annex H specifies additional alternatives. Occurrences of such additional 
alternatives shall be interpreted in their normal English meaning. 

207 
208 

209 The terms "clause," "subclause," "paragraph," and "annex" in this document are to be interpreted as 
described in ISO/IEC Directives, Part 2, Clause 5. 210 

The terms "normative" and "informative" in this document are to be interpreted as described in ISO/IEC 211 
Directives, Part 2, Clause 3. In this document, clauses, subclauses, or annexes labeled "(informative)" do 
not contain normative content. Notes and examples are always informative elements. 

212 
213 

The terms defined in DSP0004, DSP0200, and DSP1001 apply to this document.  214 

216 

218 
219 

221 
222 

224 
225 

227 
228 

230 
231 

233 
234 

236 
237 

239 
240 

242 
243 

4 Symbols and Abbreviated Terms 215 

The following symbols and abbreviations are used in this document. 

4.1  217 
CDM 
Common Diagnostic Model  

4.2  220 
CIM 
Common Information Model 

4.3  223 
CIMOM 
CIM Object Manager 

4.4  226 
CPU 
Central Processor Unit 

4.5  229 
CRU 
Customer Replaceable Unit 

4.6  232 
FPU 
Floatiing Point Unit  

4.7  235 
FRU 
Field Replaceable Unit 

4.8   238 
IPC 
Inter Processor Communication  

4.9  241 
LBA 
Logical Block Addressing 
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4.10  244 
ME 245 

246 

248 
249 

251 
252 

254 
255 

257 
258 

260 
261 

263 
264 

266 
267 

269 
270 

272 
273 

275 
276 

278 
279 

281 
282 
283 

Managed Element 

4.11  247 
MMX 
Matrix Math Extensions instructions using 64-bit registers to support floating point operations 

4.12  250 
MOF 
Managed Object Format 

4.13  253 
OS 
Operating System 

4.14  256 
PD 
Problem Determination 

4.15  259 
PFA 
Predictive Failure Analysis 

4.16  262 
POST 
Power-On Self Test 

4.17   265 
RAS 
Reliability, Availability, Serviceability 

4.18  268 
QA 
Quality Assurance 

4.19  271 
SIMD 
Single Instruction Multiple Data instructions used to support parallel computing 

4.20   274 
SLP 
Service Location Protocol  

4.21  277 
SSE 
Streaming SIMD Extension instructions using 128-bit registers to support floating point operations 

4.22  280 
SSE2 
Second-generation SSE instructions, which adds cache control instructions and improved operation for 
an OS running in 64-bit mode 

4.23   284 
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SSE3 285 
286 

288 
289 

291 

292 

293 

294 

295 

296 

297 

298 
299 
300 
301 
302 
303 
304 
305 
306 
307 

308 

309 

Third-generation SSE instructions, which adds the capability to work horizontally in a register 

4.24  287 
WBEM 
Web-Based Enterprise Management 

5 Synopsis 290 

CPU Diagnostics 

Version: 1.0.0 

Organization: DMTF 

CIM schema version: 2.28 

Central Class: CIM_CPUDiagnosticTest 

Scoping Class: CIM_ComputerSystem 

Specializes: Diagnostics Profile version 2.0.0 

The CPU Diagnostics Profile extends the management capability of referenced profiles by adding 
common methods for determining that the state of managed processors in a system is optimal. 
 
CIM_CPUDiagnosticTest shall be the central class of this profile. The instance of 
CIM_CPUDiagnosticTest shall be the Central Instance of this profile. CIM_ComputerSystem shall be the 
Scoping Class of this profile. The instance of CIM_ComputerSystem with which the Central Instance is 
associated through an instance of CIM_HostedService shall be the Scoping Instance of this profile. 
 
The CIM_ManagedElement is CIM_Processor, CIM_ProcessorCore or CIM_HardwareThread or a 
subclass of them. 

Table 1 identifies profiles on which this profile has a dependency. 

Table 1 – Referenced Profiles 

Profile Name Organization Version Description 

Diagnostics  DMTF 2.0 Specializes 

Profile Registration  DMTF 1.0 Mandatory 

CPU  DMTF 1.0 Optional 

6 Description 310 

Diagnostic programs can be developed to support two primary diagnostic modes.  311 

312 
313 
314 
315 
316 
317 
318 

One mode tests the CPU in an operational state after its operating system has started. In this mode, 
diagnostic tests exercise various functional components or collect metrics within the context of a running 
system. Typically, most diagnostics in this mode are launched concurrently with other user programs atop 
a fully functioning general purpose operating system. Such diagnostics will test functional features (for 
example, floating point instructions) and RAS features (for example, stress tests). Testing of operating 
system functions and other low level component testing is not conducted in this environment because it 
would disrupt the normal usage of the system. 
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The other mode tests the CPU in a preboot state before a general purpose operating system has been 
started. In this mode, it is understood that the system is not under normal usage. Thus, invasive and 
destructive tests can be executed. Typically, diagnostics are launched in this environment for 
manufacturing quality assurance to test operating system functions and other low-level components. 
Diagnostics are also run in this mode when serious component errors are suspected in a commercial 
environment. In either scenario, one cannot assume that even basic OS functions or low-level 
components (for example, registers) will perform properly. Thus, a small limited function OS may be 
required to execute some pre-boot diagnostic tests.  

319 
320 
321 
322 
323 
324 
325 
326 

327 
328 

There may also be a third type of hybrid diagnostic test that is able to provide reduced levels of coverage 
in a normal running environment and enhanced coverage in a preboot environment. 
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Figure 1 represents the class schema for the CPU Diagnostics Profile. For simplicity, the prefix CIM_ has 
been removed from the names of the classes. 

329 
330 

 331 

332 

333 

Figure 1 – CPU Diagnostics Profile: Profile Class Diagram 
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7 Implementation 334 

This clause details the requirements related to the arrangement of instances and their properties for 
implementations of this profile. 

335 
336 

338 
339 
340 
341 

342 
343 
344 
345 

346 
347 

348 
349 

350 
351 

352 
353 
354 

355 
356 

357 
358 

359 
360 

361 
362 

363 
364 

365 
366 
367 
368 

369 
370 

371 

372 
373 

7.1 CPU Test Information 337 

This clause outlines the CPU diagnostic categories and test types. While CPU architectures may differ, 
the intent is to provide an outline that should be applicable to any CPU architecture. The tests are 
grouped into the following five categories and they are recommended to be run in a bootstrapping manner 
as outlined below. 

1) Basic Functionality tests test resource access (registers and memory), arithmetic operations, and 
control operations. This set of tests should be run first in a pre-production or specialized minimal 
operating system. This set of tests can then be run again in a standard OS environment upon 
completion of OS services. 

2) OS Services tests require a pre-production or specialized operating system to allow control of 
resources that are restricted from use by application programs.    

3) RAS (Reliability, Accessibility, and Serviceability) tests test functions of the CPU that are used to 
assure proper operation, and interrupt/exception handling 

4) Power/Performance tests assure that the CPU can change frequency and voltage for 
power/performance tuning.    

5) System Stress and Coherency tests include I/O interfaces, internal caches, and Inter-Processor 
Communication (and/or Inter-Core Communication for multi-core CPUs) which is also known as 
IPC. 

The tests are also classified as optional or mandatory. It is expected that all test classifications will be 
developed unless the CPU does not support the features required to perform the tests.   

NOTE: The diagnostic tests assume that the target CPU is on a motherboard that is at least capable of 
running a diagnostic OS. In order to run preboot diagnostic tests, a CIMOM must be available. 

Table 2 provides additional information for each test type. The five categories are broken down into more 
specifically focused tests. For each test, the following information is provided: 

• Coverage Area – This describes the objectives and intended coverage for the test.   It is 
intentionally abstracted to allow applicability to multiple CPU architectures. 

• Coverage Range – This specifies any specific requirements or restrictions to the test 
environment or to the scope of the test.    

• User Control – This field specifies the intended user configurability of the test. As a general rule, 
it is desired that all tests have user controllability to specify the duration of the test. This control 
allows users to make tradeoffs in coverage versus a test’s time/cost of test for their specific 
manufacturing or diagnostic applications. Some examples of user control are: 

− Users may specify the degree of processor stressing, which may also affect the 
execution time of a single iteration.   

− Users may use Loop control to affect the stress level applied to the processor. 

− Users may provide a seed for randomization of the test operation to provide test result 
predictability. 
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• Execution Time – This field identifies a rough estimate for how much time the test requires to 
be effective. For most of the tests, given the speed of CPUs, the execution time will be on 
the order of seconds or less. 

374 
375 
376 

377 
378 
379 

380 

381 

382 

Built into Device – This field indicates whether any of the diagnostic capabilities are required to be 
“built-in,” that is, capable of executing completely internally such that only a command is issued to 
the device, which then runs internal diagnostics and reports pass/fail.    

Details – This field lists any additional relevant information or instructions for users of the tests. 

Table 2 contains information about the test types. 

Table 2 – Test Type Information 

Test Name Test Information 
Coverage Area The register test verifies access to all available registers.  Basic load and 

store functions are covered. The test then checks basic addressing modes 
(register, memory, indirect memory, etc.). Proper data access and 
movement are the primary focus.   

Coverage Range These tests should run under either a specialized diagnostic or a 
production OS.  

User Control The user may define a subset of addressing modes and/or OS limitations 
(such as 64-bit registers accessible only in 64-bit mode).   

Execution Time The diagnostic runs on order of seconds per CPU. 
Built into Device No 

Register 
(Basic 
Functionality) 

Details Addressing modes that are not intended for use in the OS are optional. 
Coverage Area This diagnostic verifies the functionality of the general CPU instruction set.  

All instructions are validated except FPU instructions. 
Coverage Range These tests should run under either a specialized diagnostic or a 

production OS. 
User Control A user may elect a subset of instructions. The selection mechanism is 

vendor-specific. 
Execution Time The diagnostic runs on the order of seconds per CPU. 
Built into Device No 

Instruction 
(Basic 
Functionality) 

Details Instructions that are not intended for use in the OS or application space 
are optional. 

Coverage Area This diagnostic verifies MMX/SSE/SSE2 instructions. The FPU instruction 
test verifies floating point addition, subtraction, multiplication, and division 
operations in all supported precision modes against known values. This 
diagnostic verifies MMX/SSE/SSE2 registers. Transcendental operations 
(sine, cosine, etc.) are optional, as are precision modes, which are not 
intended for use. 

Coverage Range These tests should run under either a specialized diagnostic or a 
production OS. 

User Control A user may select a subset of instructions and precision modes. The 
selection mechanism is vendor-specific. 

Execution Time The diagnostic runs on the order of seconds per CPU. 
Built into Device No 

FPU 
Instruction 
(Basic 
Functionality) 

Details Instructions and precision modes that are not intended for use in the OS or 
application space are optional. 

Coverage Area The diagnostic verifies mixed 32-bit and 64-bit instructions and addressing 
modes in a 64-bit OS.  

Mixed 
Instruction 
Width Coverage Range The width test shall provide complete coverage in a 64-bit OS environment 
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Test Name Test Information 
only. 

User Control A user may select a subset of instructions and addressing modes. The 
selection mechanism is vendor-specific. 

Execution Time The diagnostic shall run on the order of seconds per CPU. 
Built into Device No 

(Basic 
Functionality) 

Details The diagnostic verifies the ability of the processor to switch between 
executing 32-bit and 64-bit instructions, including instructions that load, 
store, and manipulate data. This diagnostic is not intended to execute all 
possible instructions and data combinations. This is not a full instruction 
verification test.  

Coverage Area Computer systems may utilize virtual memory methods to extend and 
homogenize access to system memory and other forms of data storage 
(for example, hard disks). Page tables contain mappings between virtual 
addresses and physical locations in memory. A paging diagnostic may test 
all supported paging modes or may test only those paging modes that are 
relevant to the system or application. The diagnostic may check detailed 
paging operation, or may set up specific page tables and assure that the 
physical data is properly accessed via logical addressing.      

Coverage Range This test is only valuable in  
• a non-protected-mode preboot OS (for example, DOS) 

because booting a protected-mode OS requires a 
functioning page table,  

• a diagnostic OS that allows the user to set up its own page 
tables that are kept separate from system page tables. 

User Control None 
Execution Time The diagnostic runs on the order of milliseconds to seconds per CPU   
Built into Device No 

Paging and 
Protected 
Mode Entry 
(OS Services) 

Details The ME may affect the scope of the diagnostic tests. A 64-bit OS may be 
required to run a complete test on certain processors. 

Coverage Area This diagnostic shall verify supported VM instructions and the ability to 
intercept VM privileged instructions. Validation of additional architecture- 
specific VM features should fall into this category as well. Also included 
are any specialized features that expedite VM process switching.    

Coverage Range This diagnostic shall be executed in a preboot environment or in a 
specialized diagnostic OS that allows the user to set up its own virtual 
contexts.     

User Control None 
Execution Time The diagnostic shall run on the order of seconds per CPU. 
Built into Device No 

Virtual 
Machine 
(OS Services) 

Details This diagnostic is optional, because not all CPUs support virtualized 
operation. 
This diagnostic should cover all intended production configurations. 

Coverage Area Exceptions are interrupts that are generated internally by the CPU when 
certain conditions are detected during the execution of a program. At a 
high level this diagnostic should install exception handlers, generate 
exceptions, and verify that the exceptions are handled appropriately. 

Coverage Range This diagnostic shall provide complete coverage for verifying exception 
handling in a preboot environment or in a specialized diagnostic OS that 
allows the user to enable exceptions and either use standard OS 
exceptions or provide its own exception handlers.       

Exceptions 
(OS Services) 

User Control None 
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Test Name Test Information 
Execution Time The diagnostic runs on the order of milliseconds to seconds per CPU. 
Built into Device No 
Details The ME may affect the scope the diagnostic tests. A 64-bit OS may be 

required for complete testing on certain processors. 
Test algorithms may be required to determine proper exception handling 
actions based on the present state of the ME.   

Coverage Area This diagnostic shall verify the overall status of the CPU. The method for 
verifying the status of a CPU will be architecture specific. For example, for 
x86 architecture CPUs, a machine check could be used. Example CPU 
features that may be covered are: 

• Cache and data path correctable error counts and threshold 
• Error injection into data transactions (including data poisoning) 
• Machine Specific Registers that report status of malfunctions 
• Data cycle or transaction logging features. 
• Triggers that allow data collection or trapping upon specific 

internal or external events. 
• Debug data collection features that allow access to an extended 

state of the machine upon a failure. 
• Both in-band and out-of-band and interface access to the state of 

the machine upon failure. 
Coverage Range Security and Protection restrictions may depend upon the architecture of 

the product. Some tests may require a preboot environment or specialized 
diagnostic OS that allows the user access to these features. Other tests 
may only be applicable to manufacturer testing.    

User Control None 
Execution Time The diagnostic shall run on the order of seconds per CPU. 
Built into Device No 

Status 
(RAS) 

Details  
Coverage Area The diagnostic verifies the power management features of the processor 

such as C-States (Core) where a core halts execution and waits for restart, 
S-States (System) where disks or other peripheral components are 
suspended by removing the voltage (content must be saved and restored), 
and P-States (Processor) where voltage and CPU speed is changed to 
save power. 
The diagnostic checks that each state can be entered and exited. It also 
tests the throttling aspect of power management, sets power consumption 
parameters in the CPU or in the chipset, and verifies whether the CPU is 
throttled appropriately (such as speed and voltage). This functionality may 
be combined with the voltage and frequency tests specified below in this 
table, as power management activities may provide the necessary 
sequencing to allow proper voltage and frequency transitions. This 
diagnostic may also be run without changing voltage or frequency to check 
the functional aspects of power management. 

Coverage Range Restrictions may apply depending on the architecture of the product, so 
these tests may require a preboot environment or specialized diagnostic 
OS which allows the user access to these features.  

Power 
Management 
(Power/ 
Performance) 
 

User Control A user may select which power states or features to test. The selection 
mechanism is vendor-specific. The default behavior shall verify all 
accessible power management features.  
To test some C-State and S-States (such as sleep and suspend), user 
interaction may be required. 
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Test Name Test Information 
Execution Time The diagnostic shall run on the order of seconds per CPU. 
Built into Device No 
Details Test operation may require preboot for complete coverage. Running this 

test online could cause problems. Thus, DiagnosticTest.Characteristics 
shall contain the value 4 (Is Risky). 

Coverage Area This diagnostic shall set and verify various clock speeds within the 
specification of the processor. At a minimum, the test must verify that the 
CPU is capable of operating at the maximum clock speed advertised by 
the CPU. Maximum clock speed may be determined through the processor 
or through the associated CIM instance representing the processor under 
test.  

Coverage Range This diagnostic shall provide the ability to set the frequency of the device 
to all legal operational settings. Typically, changes of frequency are 
applicable to both performance and power management specifications. 
Some changes will require software or hardware sequencing (such as 
power state transitions or thermal throttling) in order to properly execute a 
change in frequency. In addition, if the device or board has the ability to 
alter voltage, some frequency changes will be combined with voltage 
changes.  

User Control The user may be given the option to select a subset of the speeds and 
sequences to be tested. 

Execution Time The diagnostic shall run on the order of seconds per CPU. 
Built into Device No 

Speed 
(Power/ 
Performance) 
 

Details After the diagnostic completes, this test will set the CPU speed back to the 
speed at which the CPU was running before the test was invoked. The test 
should check if the CPU speed gets changed while the test is running 
(such as thermal throttling; if so, the test should generate an appropriate 
DiagnosticServiceRecord instance.  

Coverage Area The diagnostic shall set and verify various core voltages.  At a minimum 
the test shall verify that the processor operates appropriately at the 
maximum voltage specification for the processor. 

Coverage Range The diagnostic may provide the ability to set the voltage of the device to all 
legal operational settings, provided that the silicon or board infrastructure 
allows user control of this feature. There may be a need to write to off-chip 
resources via IO to accomplish these voltage changes. Typically, changes 
of voltage are applicable to both performance as well as power 
management specifications. Some changes (such as power state 
transitions or thermal throttling) will require software or hardware 
sequencing  in order to properly execute a change in voltage. 

User Control The user may be given the option to specify the voltages to be used during 
the test.  Additional logic may be required in the provider to determine if 
specified values are valid for the processor specification.  The diagnostic 
shall generate an appropriate DiagnosticServiceRecord instance in this 
scenario and should exit without running the diagnostic. 

Execution Time The diagnostic shall run on the order of seconds per CPU. 
Built into Device No 

Voltage 
(Power/ 
Performance) 
 

Details It is possible for the voltage to change during execution of this test. The 
implementation shall detect voltage changes and report an appropriate 
message within a DiagnosticServiceRecord.  Failure messages should 
indicate whether a failure was due to an unexpected value for the voltage 
or a voltage change by an external entity. 
 
After the diagnostic completes, this test will set the CPU voltage back to 
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Test Name Test Information 
the voltage at which the CPU was running before the test was invoked. 
The test will check whether the CPU voltage changes while the test is 
running (such as thermal throttling); if so, the test will perform vendor-
specific actions. 

Coverage Area The CPU stress test uses a variety of instruction sets that enable complete 
access to CPU operations, caches, and memory. Any subsystem (such as 
cores, threads, caches, bus interfaces, etc.) that can function in parallel 
should be tested simultaneously. Stress testing does not imply that 
instructions are selected for the purpose of heating up the core. Instead, 
instructions should be chosen to functionally stress the architectural 
features of the device (such as the core, IO interfaces, bus interface unit, 
cache coherency, etc.). The diagnostic shall activate a variety of CPU 
features simultaneously. This may involve randomization and testing 
various combinations of functionality.      

Coverage Range Restrictions may apply depending on the architecture of the product, so 
these tests may require a preboot environment or specialized diagnostic 
OS that allows the user access to these features. 

User Control Users may specify the duration time of the test.   
Random code sequence testing is particularly effective for these tests.   
Users may provide a seed for randomization of the test operation to 
provide test result predictability while still allowing a variety of stressful 
stimuli. 

Execution Time The diagnostic shall run on the order of seconds to minutes per CPU. 
Built into Device No 

Stress 
(System Stress 
and Coherency) 

Details The diagnostic can be used as a “burn-in” test by the manufacturer. 
DiagnosticSettingData.LoopControl is set to 4 (Timer), and 
DiagnosticSettingData.LoopControlParameter is set to the duration time of 
the test. 

Coverage Area This diagnostic verifies the integrity and accessibility of all available 
caches such as the instruction cache, data cache, write policies (write-
through, write-back), and coherency protocols. The diagnostics should 
monitor for protocol and data errors (both correctable and non-
correctable).    
Note that additional associations are required to indicate the managed 
system elements affected by this test. Associations shall be maintained to 
indicate AffectedManagedElement relationships with 
CIM_ComputerSystem, CIM_ProcessorCore, and CIM_Processor (in the 
case of testing shared cache). 

Coverage Range Restrictions may apply depending on the architecture of the product. 
Some tests may require a preboot environment or specialized diagnostic 
OS that allows the user access to these features. 

User Control The user may set the threshold values for correctable errors. 
Execution Time The diagnostic runs on the order of milliseconds to minutes per CPU. The 

typical execution time should be seconds.   
Built into Device No 

Cache 
(System Stress 
and Coherency) 

Details A 64-bit OS is required for a complete test on certain processors. 
DiagnosticSettingData.LoopControl is set to 5 (Error Count) and 
DiagnosticSettingData.LoopControlParameter is set to the threshold value. 

IPC 
(System Stress 
and Coherency) 

Coverage Area This test is applicable to systems with multiple processors only. This 
diagnostic tests IPC, Caches, Memory, and Bus Controllers, which may be 
included as part of this diagnostic. Alternatively, this diagnostic may simply 
re-run the other System Stress and Coherency tests. The diagnostic could 
also target any features of the CPU architecture that are not covered by 
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Test Name Test Information 
the other diagnostic tests listed in this table. Additionally, they should 
target all possible communication transactions between CPUs, such as 
interrupt processing, cache coherency testing, and error signaling.  

Coverage Range Restrictions may apply depending on the architecture of the product, so 
these tests may require a preboot environment or specialized diagnostic 
OS that allows the user access to these features. 

User Control None  
Execution Time The diagnostic shall run on the order of seconds per CPU. 
Built into Device No 
Details  

7.2 CIM_CPUDiagnosticTest 383 

The CIM_CPUDiagnosticTest class defines the tests that can be used to diagnose CPU issues. Table 3 
and 

384 
385 
386 
387 

388 
389 

390 

Table 4 list the set of CPU tests defined by this profile, whether the test implementation is Mandatory 
or Optional, and the values of certain class properties. An implementation may extend this class and add 
vendor-defined tests using the Vendor Defined range of the CPUDiagnosticTestType valuemap. 

The current values for TestType array property are: 0 (Unknown), 1 (Other), 2 (Functional), 3 (Stress), 4 
(Health Check), 5 (Access Test), 6 (Media Verify), 7 (DMTF Reserved), 8 (Vendor Reserved). 

Table 3 – CIM_CPUDiagnosticTest Property Requirements 

Test Name Criteria ElementName* CPUTestType TestType * 

Register Optional CPU Register Test 2 (2) Functional 
 

Instruction Optional CPU Instruction Test 3 (2) Functional 
 

FPU 
Instruction 

Optional CPU FPU Instruction 
Test 

4 (2) Functional 
 

Mixed 
Instruction 
Width 

Mandatory CPU Mixed Instruction 
Width Test 

5 (2) Functional 
 

Paging and 
Protected 
Mode Entry 

Mandatory CPU Paging and 
Protected Mode Entry 
Test 

6 (2) Functional 

Virtual 
Machine 

Mandatory CPU Virtual Machine 
Test 

7 (2) Functional 

Exceptions Optional CPU Exceptions Test 8 (2) Functional 

Status Mandatory CPU Status Test 9 (2) Functional 
(4) Health Check 

Power 
Management 

Mandatory CPU Power 
Management Test 

10 (2) Functional 

Speed Mandatory CPU Speed Test 11 (2) Functional 

Voltage Optional CPU Voltage Test 12 (2) Functional 

Stress  Mandatory CPU Stress Test 13 (3) Stress 

Cache Mandatory CPU Cache Test 14 (2) Functional 

IPC Optional CPU IPC Test 15 (2) Functional 

An asterisk (*) indicates that the property is inherited from the parent class CIM_DiagnosticTest. 391 
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The current values for the Characteristics array property inherited from the CIM_DiagnosticTest parent 
class are: 0 (Unknown), 1 (Other), 2 (Is Exclusive), 3 (Is Interactive), 4 (Is Destructive), 5 (Is Risky), 6 (Is 
Package), 7 (Reserved), 8 (Is Synchronous), 9 (Media Required), 10 (Additional Hardware Required). 
The OtherCharacteristicsDescription property is used to provide additional information about the nature of 
the test. The content of the OtherCharacteristicsDescription property is vendor-specific. 

392 
393 
394 
395 
396 

397 
398 

399 

The Characteristics property shall contain the value 4 (Is Destructive) for the Sequential Write test. The 
property can be NULL for the other tests. 

Table 4 – CIM_CPUDiagnosticTest Property Requirements 

Test Name Characteristics* OtherCharacteristicsDescriptions* Comment 

Register 1 (Other) Vendor specific  
Instruction 1 (Other) 

 
Vendor specific User may select instruction 

subsets to test that will be 
architecture specific. 

FPU 
Instruction 

1 (Other) Vendor specific User may select instruction 
subsets to test that will be 
architecture specific. 

Mixed 
Instruction 
Width 

1 (Other) Vendor specific User may select instruction 
subsets to test that will be 
architecture specific. 

Paging and 
Protected 
Mode Entry 

1 (Other) Vendor specific  

Virtual 
Machine 

1 (Other) Vendor specific  

Exceptions 1 (Other) 
 

Vendor specific  

Status    
Power 
Management 

1 (Other) 
5 (Is Risky) 
 

Vendor specific To test some C-State and S-
States (such as sleep and 
suspend), user interaction may 
be required. 

Speed    
Voltage 1 (Other) 

3 (Is Interactive) 
Vendor specific  

Stress  1 (Other) 
6 (Is package) 

Vendor specific  

Cache 1 (Other) Vendor specific  
IPC 1 (Other) Vendor specific  

An asterisk (*) indicates that the property is inherited from the parent class CIM_DiagnosticTest. 400 

402 
403 
404 
405 

406 
407 

7.3 CIM_CPUDiagnosticSettingData 401 

One or more instances of CIM_CPUDiagnosticSettingData may be implemented. They are associated to 
CIM_CPUDiagnosticTest using CIM_ElementSettingData. The vendor-defined default values may be 
specified and advertised using an instance of CIM_CPUDiagnosticSettingData that is referenced by the 
instance of CIM_ElementSettingData whose property value for IsDefault is 1 (Is Default). 

A diagnostic test may require parameters to run. Some parameters may affect how the test is run while 
other parameters provide the values to be used by the test. 
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CIM_DiagnosticSettingData contains properties that affect how a diagnostic test is run (for example, 
LoopControl, QuickMode), how errors are handled (for example, HaltOnError), or how results are logged 
(for example, LogOptions). CIM_DiagnosticSettingData is an argument to the 
CIM_DiagnosticTest.RunDiagnosticService extrinsic method. If additional properties are needed that 
control the behavior of the diagnostic test, then they should be defined in a subclass of 
CIM_DiagnosticSettingData.  

408 
409 
410 
411 
412 
413 

414 
415 
416 

417 
418 
419 

420 

The client may use one of the vendor-defined default CIM_CPUDiagnosticSettingData instances as an 
argument to the CIM_CPUDiagnosticTest.RunDiagnosticService extrinsic method. Alternatively, the client 
may create its own instance of CIM_CPUDiagnosticSettingData and use it instead. 

The CIM_CPUDiagnosticSettingData class defines the parameters that may be used by some of the CPU 
tests. Table 5 lists these test parameters and shows which tests might use them. An implementation may 
extend this class and define additional parameters for any other vendor-defined tests.  

Table 5 – CIM_CPUDiagnosticSettingData Property Requirements 

Test Name ElementName* CPUSpeeds CPUVoltages LoopControl* LoopControl
Parameter* 

Seed 

Register CPU Register Test      

Instruction CPU Instruction Test      

FPU 
Instruction 

CPU FPU 
Instruction Test 

     

Mixed 
Instruction 
Width 

CPU Mixed 
Instruction Width Test 

     

Paging and 
Protected 
Mode Entry 

CPU Paging and 
Protected Mode Entry 
Test 

     

Virtual 
Machine 

CPU Virtual Machine 
Test 

     

Exceptions CPU Exceptions Test      
Status CPU Status Test      
Power 
Managemen
t 

CPU Power 
Management Test 

     

Speed CPU Speed Test Used     
Voltage CPU Voltage Test  Used    
Stress  CPU Stress Test   4 (Timer) Used Used 
Cache CPU Cache Test   5 (Error Count) Used  
IPC CPU IPC Test      

An asterisk (*) indicates that the property is inherited from the parent class CIM_DiagnosticSettingData 421 

422 
423 
424 

425 
426 
427 

If any CIM_CPUDiagnosticSettingData property does not have a value when passed as an argument to 
the CIM_DiagnosticTest.RunDiagnosticService extrinsic method, then the default values for the test 
arguments shall be used. The default values are defined by the test implementer. 

NOTE: The Test Names shown with an asterisk (*) indicate tests that have user controls. However, such controls are 
too dependent upon the CPU architecture to be generically defined as a CIM_CPUDiagnosticSettingData property. 
Instead, a vendor should define such properties in a subclass of CIM_CPUDiagnosticSettingData. 
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7.3.1 CIM_CPUDiagnosticSettingData.CPUSpeeds 428 

This array property is used by a client for the tests shown in Table 5 to specify the CPU speeds to be 
used during the test.  

429 
430 

431 
432 

433 
434 
435 

436 
437 
438 

439 
440 
441 

442 

444 
445 

446 
447 

448 
449 
450 

451 
452 
453 

454 

456 
457 

459 

460 

462 

463 

The vendor-defined default value is advertised using the default instance of 
CIM_CPUDiagnosticSettingData. 

The vendor-defined default value is specified using an instance of CIM_CPUDiagnosticSettingData that is 
referenced by the instance of CIM_ElementSettingData whose property value for IsDefault is 1 (Is 
Default). 

The vendor-defined maximum value is specified using an instance of CIM_CPUDiagnosticSettingData 
that is referenced by the instance of CIM_ElementSettingData whose property value for IsMaximum is 1 
(Is Maximum). 

The vendor-defined minimum value is specified using an instance of CIM_CPUDiagnosticSettingData that 
is referenced by the instance of CIM_ElementSettingData whose property value for IsMinimum is 1 (Is 
Minimum). 

If no value is specified, the vendor-defined default values will be used. 

7.3.2 CIM_CPUDiagnosticSettingData.CoreVoltages 443 

This array property is used by a client for the tests shown in Table 5 to specify the voltages to be used 
during the test.  

The vendor-defined default value is advertised using the default instance of 
CIM_CPUDiagnosticSettingData. 

The vendor-defined maximum value is specified using an instance of CIM_CPUDiagnosticSettingData 
that is referenced by the instance of CIM_ElementSettingData whose property value for IsMaximum is 1 
(Is Maximum). 

The vendor-defined minimum value is specified using an instance of CIM_CPUDiagnosticSettingData that 
is referenced by the instance of CIM_ElementSettingData whose property value for IsMinimum is 1 (Is 
Minimum). 

If no value is specified, the vendor-defined default values will be used. 

7.3.3 CIM_CPUDiagnosticSettingData.Seed 455 

This property is used by a client for the Stress test shown in Table 5 to specify the seed to use when 
random combinations of tests or test values are used. 

7.3.4 CIM_DiagnosticSettingData.LoopControl 458 

To specify the time that the Stress test runs, the client sets this property to 4 (Timer). 

To specify the threshold error count for the Cache test, the client sets this property to 5 (Error Count). 

7.3.5 CIM_DiagnosticSettingData.LoopControlParameter 461 

To specify the time that the Stress test runs, the client sets this property to the desired length of time. 

To specify the threshold error count for the Cache test, the client sets this property to the threshold value 
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7.4 CIM_CPUDiagnosticServiceCapabilities 464 

The SupportedExecutionControls property lists the job controls that are supported by the Diagnostic 
Service. The values are: 0 (Unknown), 1 (Other), 2 (Job Creation), 3 (Kill Job), 4 (Suspend Job), 5 
(Terminate Job), 0x8000 (No Execution Controls) 

465 
466 
467 

468 
469 
470 

471 

472 

The SupportedLoopControl property lists the loop controls that are supported by the Diagnostic Service. 
The values are: 0 (Unknown), 1 (Other), 2 (Continuous), 3 (Count), 4 (Timer), 5 (ErrorCount), 0x8000 (No 
Loop Control) 

Table 6 and Table 7 specify the possible values for each test for CIM_CPUDiagnosticServiceCapabilities. 

Table 6 – CIM_CPUDiagnosticServiceCapabilities Property Requirements 

Test Name ElementName* SupportedExecutionControls* Other 
SupportedExecutionControls* 

Register CPU Register Test 0x8000 (No Execution Control)  
Instruction CPU Instruction Test 0x8000 (No Execution Control)  

FPU 
Instruction 

CPU FPU Instruction 
Test 

0x8000 (No Execution Control)  

Mixed 
Instruction 
Width 

CPU Mixed Instruction 
Width Test 

0x8000 (No Execution Control)  

Paging and 
Protected 
Mode Entry 

CPU Paging and 
Protected Mode Entry 
Test 

0x8000 (No Execution Control)  

Virtual 
Machine 

CPU Virtual Machine 
Test 

0x8000 (No Execution Control)  

Exceptions CPU Exceptions Test 0x8000 (No Execution Control)  
Status CPU Status Test 0x8000 (No Execution Control)  
Power 
Management 

CPU Power 
Management Test 

0x8000 (No Execution Control)  

Speed CPU Speed Test 1 (Other) CPUSpeed 
Voltage CPU Voltage Test 1 (Other) CPUVoltage 
Stress  CPU Stress Test 0x8000 (No Execution Control)  
Cache CPU Cache Test 0x8000 (No Execution Control)  
IPC CPU IPC Test 0x8000 (No Execution Control)  
An asterisk (*) indicates that the property is inherited from the parent class CIM_DiagnosticServiceCapabilities. 473 

474 Table 7 – CIM_CPUDiagnosticServiceCapabilities Property Requirements 

Test Name SupportedLoopControl* CPUSpeeds CoreVoltages Seed 
Register 0x8000 (No Loop Control)    
Instruction 0x8000 (No Loop Control)    

FPU 
Instruction 

0x8000 (No Loop Control)    

Mixed 
Instruction 
Width 

0x8000 (No Loop Control)    
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Test Name SupportedLoopControl* CPUSpeeds CoreVoltages Seed 
Paging and 
Protected 
Mode Entry 

0x8000 (No Loop Control)    

Virtual 
Machine 

0x8000 (No Loop Control)    

Exceptions 0x8000 (No Loop Control)    
Status 0x8000 (No Loop Control)    
Power 
Management 

0x8000 (No Loop Control)    

Speed 0x8000 (No Loop Control) Used   
Voltage 0x8000 (No Loop Control)  Used  
Stress  4 (Timer)   Used 
Cache 5 (Error Count)    
IPC 0x8000 (No Loop Control)    
 An asterisk (*) indicates that the property is inherited from the parent class CIM_DiagnosticServiceCapabilities 475 

477 
478 
479 

481 
482 

484 
485 
486 
487 
488 

490 
491 

493 
494 

496 
497 

7.4.1 CIM_CPUDiagnosticServiceCapabilities.SupportedExecutionControls 476 

This array property is used by a provider for the tests shown in Table 6 to specify whether or not the test 
supports execution controls. If there are no execution controls, the value of this property is 0x8000 (No 
Execution Control). 

7.4.2 CIM_CPUDiagnosticServiceCapabilities.OtherSupportedExecutionControls 480 

This array property is used by a provider for the tests shown in Table 6 to specify the execution controls 
supported by the test when the value of SupportedExecutionControls is 1 (Other). 

7.4.3 CIM_CPUDiagnosticServiceCapabilities.SupportedLoopControl 483 
This array property is used by a provider for the tests shown in Table 7 to specify whether or not the test 
supports loop control. If loop control is not supported, the value of this property is 0x8000 (No Loop 
Control). If the test is to be run for a specified amount of time, this array property shall contain the value 4 
(Timer). If the test is to be run until a threshold error count is reached, this array property shall contain the 
value 5 (Error Count). 

7.4.4 CIM_CPUDiagnosticServiceCapabilities.CPUSpeeds 489 

This array property is used by a provider for the tests shown in Table 7 to specify the CPU speeds 
supported by the test.  

7.4.5 CIM_CPUDiagnosticServiceCapabilities.CoreVoltages 492 

This array property is used by a provider for those tests shown in Table 7 to specify the voltages 
supported by the test.  

7.4.6 CIM_CPUDiagnosticServiceCapabilities.Seed 495 

For those tests shown in Table 7, this boolean property indicates that one can specify the seed for a 
random sequence to be used by the test. 
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7.5 CIM_DiagnosticServiceRecord 498 

For certain tests, when unexpected results occur, an instance of CIM_DiagnosticServiceRecord shall be 
created that uses the message format specified in 

499 
500 

501 

Table 8. 

Table 8 – CIM_DiagnosticServiceRecord Property Requirements 

Test Name DataRecord RecordFormat RecordType 
Instruction    
FPU 
Instruction 

   

Mixed 
Instruction 
Width 

   

Paging and 
Protected 
Mode Entry 

   

Virtual 
Machine 

   

Exceptions    
Status    
Power 
Management 

   

Speed “CPU Speed was changed 
during the test. Expected 
speed = “YYYY”, Detected 
speed = “YYYY” 

“*string Msg1*uint32 
ExpectedSpeed*string 
Msg2*uint32 DetectedSpeed” 

“Warnings” 

Voltage “*Unexpected voltage 
detected.  Expected voltage = 
*XXXX*, Detected voltage = 
*XXXX” 

“*string Msg1*uint32 
ExpectedVoltage*string 
Msg2*uint32 DetectedVoltage” 

“Warnings” 

Stress     

Cache    
IPC 

   
Instruction    
FPU 
Instruction 

   

NOTE 1: XXXX in RecordData shall contain the expected voltage and the actual voltage detected by the test when it logs the 
message. 

502 
503 

504 

506 
507 

NOTE 2: YYYY in RecordData shall contain the CPU speed detected by the test when it logs the message. 

8 Methods 505 

This clause details the requirements for supporting intrinsic operations and extrinsic methods for the CIM 
elements defined by this profile. 

8.1 CIM_CPUDiagnosticTest.RunDiagnosticService( ) 508 

The RunDiagnosticService method shall return one of the return code values defined in DSP1002, Table 
2 – RunDiagnosticService Method: Return Code Values. 

509 
510 
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When failures occur during the execution of a diagnostic test, the failure shall be recorded in the instance 
of CIM_DiagnosticServiceRecord associated with the test. The reason for the failure shall be recorded in 
CIM_DiagnosticServiceRecord.ErrorCode[] and the corresponding 
CIM_DiagnosticServiceRecord.ErrorCount[] shall be incremented. Other occurrences of the same failure 
during the same test shall not create additional entries in CIM_DiagnosticServiceRecord.ErrorCode[], but 
they shall cause the corresponding CIM_DiagnosticServiceRecord.ErrorCount[] to be incremented. 

511 
512 
513 
514 
515 
516 

8.2 Profile Conventions for Operations 517 

Support for operations for each profile class (including associations) shall be as mandated in DSP1002 
clauses 8.5 through 8.29. 

518 
519 

521 

9 Use Cases 520 

This clause contains use cases for the CPU Diagnostics Profile. 

How to discover, configure and run the individual diagnostic tests is detailed in DSP1002. This clause 
focuses on how to use the Optical Drivediagnostic tests to diagnose common memory issues. 

522 
523 

525 

526 

9.1 Use Case Summary 524 

This clause contains object diagrams and use cases for the CPU Diagnostics Profile. 

This clause should be read in combination with the use cases described in the Diagnostics Profile 
(DSP1002), which defines the common methodology for discovering, configuring, and executing 
diagnostic tests on a system. The following use case descriptions provide the additional information for 
running the CPU-specific diagnostic tests. 

527 
528 
529 

530 
531 

532 

533 

Table 9 summarizes the use cases that are described in this clause. The use cases are categorized and 
named, and references are provided to the clauses that further describe each use case. 

The CIM_ prefix has been omitted from the class names in the use cases for readability. 

Table 9 – CPU Diagnostics Profile Use Cases 

Category Tests Description 

Quick Preboot Verification 
Paging and Protected Mode Entry, 
Registers 

Provides quick verification that basic 
components and OS functions operate 
properly. See 9.2. 

Full Preboot Verification 
Paging and Protected Mode Entry, 
Registers, Virtual Machine, 
Exceptions 

Provides additional verification that 
other OS functions operate properly. 
See 9.3. 

Quick Functional Verification 
Status, Instructions, Mixed 
Instruction Width 

Provides quick verification of basic 
functionality with no to minimal user 
interaction required. See 9.4. 

Before performing the use cases in this profile, it is assumed that a client has already utilized the use 
case methodology defined in the Diagnostics Profile to discover the following instances: 

534 
535 

536 

537 

• ManagedSystemElement (that is, CPU) instances to be tested 

• CPUDiagnosticTest instances to be used by this profile 
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• CPUDiagnosticSettingData instances to be used by this profile that will be passed to the 
CPUDiagnosticTest.RunDiagnostic extrinsic method. 

538 
539 

541 
542 

543 

544 
545 

546 
547 

548 
549 

550 
551 

553 
554 

555 

556 
557 

558 
559 

560 
561 

562 
563 

564 
565 

567 
568 

569 

570 
571 

572 

573 
574 

575 

9.2 Quick Preboot Functional Verification 540 

To quickly verify that basic components of a CPU are operating properly before the system is booted, a 
client performs the following steps: 

1. Select the ManagedSystemElement instance to be tested. 

2. Initialize the property values of DiagnosticSettingData as desired (for example HaltOnError, 
LogOptions, etc.). 

3. Select the CPUDiagnosticTest instance that tests page tables, that is, CPUTestType = 6 (Paging 
and Protected Mode Entry). 

4. Invoke the CPUDiagnosticTest.RunDiagnostic extrinsic method using the instances from Step 1 
and 2 as arguments. 

5. Repeat Steps 2, 3, and 4 for launching the diagnostic tests for Registers. 
NOTE: Any failures probably indicate serious functional problems that would probably cause other tests to fail. 

9.3 Full Preboot Functional Verification 552 

To more completely verify the proper operation of a CPU before the system is booted, a client performs 
the following steps: 

1. Select the ManagedSystemElement instance to be tested. 

2. Initialize the property values of DiagnosticSettingData as desired (for example, HaltOnError, 
LogOptions, etc.). 

3. Select the CPUDiagnosticTest instance that tests page tables, that is, CPUTestType = 6 (Paging 
and Protected Mode Entry). 

4. Invoke the CPUDiagnosticTest.RunDiagnostic extrinsic method using the instances from Step 1 
and 2 as arguments. 

5. Repeat Steps 2, 3, and 4 for launching the diagnostic tests for Registers, Virtual Machine, and 
Exceptions. 

6. Repeat Steps 2, 3, and 4 for testing FPU Instructions, Registers, Cache, Speed, and Power 
Management. 

9.4 Quick Functional Verification 566 

To quickly verify the proper operation of a CPU, a client performs the following steps after the system is 
booted: 

1. Select the ManagedSystemElement instance to be tested. 

2. Initialize the property values of DiagnosticSettingData as desired (for example, HaltOnError, 
LogOptions, etc.). 

3. Select the CPUDiagnosticTest instance that Status test, that is, CPUTestType = 9 (Status).  

4. Invoke the CPUDiagnosticTest.RunDiagnostic extrinsic method using the instances from Step 1 
and 2 as arguments. 

Repeat Steps 2, 3, and 4 for testing Status, Instructions, and Mixed Instruction Width. 
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9.5 Full Functional Verification 576 

To more completely verify the proper operation of a CPU, a client performs the following steps after the 
system is booted: 

577 
578 

579 

580 
581 

582 
583 

584 
585 

586 
587 

589 

590 

591 

592 

593 
594 

595 
596 

597 
598 

600 
601 
602 

603 

1) Select the ManagedSystemElement instance to be tested. 

2) Initialize the property values of DiagnosticSettingData as desired (for example, HaltOnError, 
LogOptions, etc.). 

3) Select the CPUDiagnosticTest instance that tests the Instruction set, that is, CPUTestType = 3 
(Instruction). 

4) Invoke the CPUDiagnosticTest.RunDiagnostic extrinsic method using the instances from Step 1 
and 2 as arguments. 

5) Repeat Steps 2, 3, and 4 for testing Status, FPU Instructions, Mixed Instruction Width, Cache, 
Speed, Voltage, Power Management, and IPC. 

9.6 Stress Test 588 

To perform a stress test of a CPU, a client performs the following steps before the system is booted: 

1) Select the ManagedSystemElement instance to be tested. 

2) Set DiagnosticSettingData.LoopControl to 4 (Timer). 

3) Set DiagnosticSettingData.LoopControlParameter to the desired test time duration. 

4) Initialize the other property values of DiagnosticSettingData as desired (for example, HaltOnError, 
LogOptions, etc.). 

5) Select the CPUDiagnosticTest instance that performs the Stress test, that is, CPUTestType = 13 
(Stress). 

7. Invoke the CPUDiagnosticTest.RunDiagnostic extrinsic method using the DiagnosticSettingData 
instance as an argument 

10 CIM Elements 599 

Table 10 shows the instances of CIM Elements for this profile. Instances of the CIM Elements shall be 
implemented as described in Table 10. Clause 7 (“Implementation”) and Clause 8 (“Methods”) may 
impose additional requirements on these elements. 

Table 10 – CIM Elements: CPU Diagnostics Profile 

Element Name Requirement Description 

Classes 

CIM_CPUDiagnosticTest  Mandatory See 10.1. 

CIM_CPUDiagnosticSettingData  Optional See 10.2. 

CIM_CPUDiagnosticServiceCapabilities Optional See 10.3. 

CIM_RegisteredProfile Mandatory See 10.4. 

CIM_AffectedJobElement Optional See 10.5. 

CIM_AvailableDiagnosticService Mandatory See 10.6. 

CIM_ElementCapabilities Optional See 10.7. 

CIM_ElementSettingData (DiagnosticSettingData) Optional See 10.8. 

CIM_ElementSettingData (JobSettingData) Optional See 10.9. 
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Element Name Requirement Description 

CIM_ElementSoftwareIdentity Mandatory See 10.10. 

CIM_HostedService Mandatory See 10.11. 

CIM_OwningJobElement Mandatory See 10.12. 

CIM_RecordAppliesToElement Optional See 10.13. 

CIM_ServiceAffectsElement Mandatory See 10.14. 

CIM_ServiceAvailableToElement Optional See 10.15. 

CIM_ServiceComponent Optional See 10.16. 

CIM_UseOfLog Mandatory See 10.17. 

CIM_DiagnosticServiceRecord Mandatory See 10.18. 

Indications 
None defined in this profile   

10.1 CIM_CPUDIagnosticTest (Specializes CIM_DIagnosticTest) 604 

CIM_CPUDIagnosticTest is used to represent the Diagnostic Testing for an ODD. This class specializes 
CIM_DiagnosticTest as defined in the 

605 
Diagnostics Profile. The constraints listed in Table 11 are in 

addition to those specified in the 
606 

Diagnostics Profile. See the Diagnostics Profile for other mandatory 
elements that must be implemented. 

607 
608 

609 Table 11 – Class: CIM_CPUDiagnosticTest  

Elements Requirement Notes 

ElementName Mandatory See 7.2. 

Characteristics Mandatory See 7.2. 

OtherCharacteristicsDescriptions  Conditional If Characteristics includes the value of 1 
(Other), then this property is Mandatory. 

CPUTestType Mandatory See 7.2. 

OtherCPUTestTypeDescription Conditional If CPUTestType has a value of 1 (Other), 
then this property is Mandatory. 

10.2 CIM_CPUDiagnosticSettingData (Specializes CIM_DIagnosticSettingData) 610 

CIM_CPUDiagnosticSettingData is used to pass in test parameters and to specify other test control 
parameters. This class specializes CIM_DiagnosticSettingData as defined in the 

611 
Diagnostics Profile. The 

constraints listed in 
612 

Table 12 are in addition to those specified in the Diagnostics Profile. See the 613 
Diagnostics Profile for other mandatory elements that must be implemented. 614 

615 Table 12 – Class: CIM_CPUDiagnosticSettingData 

Elements Requirement Notes 

ElementName Mandatory See 7.3. 

CPUSpeeds Optional See 7.3.1. 

CoreVoltages Optional See 7.3.2. 

Seed Optional See 7.3.3. 
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10.3 CIM_CPUDiagnosticServiceCapabilities (Specializes 616 
CIM_DIagnosticServiceCapabilities) 617 

618 
619 

CIM_CPUDiagnosticServiceCapabilities is used to provide information on the capabilities for the System 
Meory Diagnostic Service. This class specializes CIM_DiagnosticServiceCapabilities as defined in the 
Diagnostics Profile. The constraints listed in Table 13 are in addition to those specified in the Diagnostics 620 
Profile. See the Diagnostics Profile for other mandatory elements that must be implemented. 621 

622 Table 13 – Class: CIM_CPUDiagnosticServiceCapabilities 

Elements Requirement Notes 

ElementName Mandatory See 7.4. 

CPUSpeeds Optional See 7.4.4. 

CoreVoltages Optional See 7.4.5. 

Seed Optional See 7.4.6. 

10.4 CIM_RegisteredProfile 623 

The CIM_RegisteredProfile class is defined by the Profile Registration Profile. The requirements denoted 
in 

624 
Table 14 are in addition to those mandated by the Profile Registration Profile. See the Profile 625 

Registration Profile for the other mandatory elements that must be implemented. 626 

627 Table 14 – Class: CIM_RegisteredProfile 

Elements Requirement Notes 

RegisteredName Mandatory Shall be “Optical Disk Diagnostics”. 

RegisteredVersion Mandatory Shall be “1.0.0”. 

RegisteredOrganization Mandatory Shall be 2 (DMTF). 

10.5 CIM_AffectedJobElement 628 

Although defined in the Diagnostics Profile, the CIM_AffectedJobElement class is listed here because the 
AffectedElement reference is scoped down to a subclass of CIM_ManagedElement as specified in clause 

629 
630 

4.1. The constraints listed in Table 15 in addition to those specified in the Diagnostics Profile. See the 631 
Diagnostics Profile for other mandatory properties of CIM_AffectedJobElement that must be 
implemented. 

632 
633 

634 Table 15 – Class: CIM_AffectedJobElement 

Properties Requirement Notes 

AffectedElement (overridden) Mandatory Shall be a reference to an instance of the 
CIM_ManagedElement subclass specified in 
clause 4.1. 

AffectingElement Mandatory Shall be a reference to an instance of 
CIM_ConcreteJob. 

10.6 CIM_AvailableDiagnosticService 635 

Although defined in the Diagnostics Profile, the CIM_AvailableDiagnosticService class is listed here 
because the ServiceProvided reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass 
of CIM_DiagnosticTest, and the UserOfService reference is scoped down to a subclass of 
CIM_ManagedElement as specified in clause 

636 
637 
638 
639 4.1. The constraints listed in Table 16 in addition to those 
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specified in the Diagnostics Profile. See the Diagnostics Profile for other mandatory properties of 
CIM_AvailableDiagnosticService that must be implemented. 

640 
641 

642 Table 16 – Class: CIM_AvailableDiagnosticService 

Properties Requirement Notes 

ServiceProvided (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

UserOfService (overridden) Mandatory Shall be a reference to an instance of the 
CIM_ManagedElement subclass specified in 
clause 4.1.  

10.7 CIM_ElementCapabilties 643 

Although defined in the Diagnostics Profile, the CIM_ElementCapabilities class is listed here because the 
ManagedElement reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest, and the Capabilities reference is scoped down to 
CIM_CPUDiagnosticServiceCapabilities, which is a subclass of CIM_DiagnosticServiceCapabilities. The 
constraints listed in 

644 
645 
646 
647 

Table 17 in addition to those specified in the Diagnostics Profile. See the Diagnostics 648 
Profile for other mandatory properties of CIM_ElementCapabilities that must be implemented. 649 

650 Table 17 – Class: CIM_ElementCapabilities 

Properties Requirement Notes 

ManagedElement (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

Capabilities (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticServiceCapabilities. 

10.8 CIM_ElementSettingData (DiagnosticSettingData) 651 

Although defined in the Diagnostics Profile, the CIM_ElementSettingData class is listed here because the 
ManagedElement reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest, and the SettingData reference is scoped down to CIM_CPUDiagnosticSettingData, 
which is a subclass of CIM_DiagnosticSettingData. The constraints listed in 

652 
653 
654 
655 Table 18 in addition to those 

specified in the Diagnostics Profile. See the Diagnostics Profile for other mandatory properties of 
CIM_ElementSettingData that must be implemented. 

656 
657 

658 Table 18 – Class: CIM_ElementSettingData 

Properties Requirement Notes 

ManagedElement (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

SettingData (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticSettingData. 

IsDefault Mandatory If the instance of 
CIM_CPUDiagnosticSettingData is the default 
setting, this property shall have the value of 
TRUE. 

10.9 CIM_ElementSettingData (JobSettingData) 659 

Although defined in the Diagnostics Profile, the CIM_ElementSettingData class is listed here because the 
Dependent reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest, and the SettingData reference is scoped down to CIM_JobSettingData, which is a 

660 
661 
662 
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subclass of CIM_SettingData. The constraints listed in Table 19 in addition to those specified in the 663 
Diagnostics Profile. See the Diagnostics Profile for other mandatory properties of 
CIM_ElementSettingData that must be implemented. 

664 
665 

666 Table 19 – Class: CIM_ElementSettingData 

Properties Requirement Notes 

ManagedElement (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

SettingData (overridden) Mandatory Shall be a reference to an instance of 
CIM_JobSettingData. 

IsDefault Mandatory If the instance of CIM_JobSettingData is the 
default setting, this property shall have the value 
of TRUE. 

10.10 CIM_ElementSoftwareIdentity  667 

Although defined in the Diagnostics Profile, the CIM_ElementSoftwareIdentity class is listed here because 
the Dependent reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest. The constraints listed in 

668 
669 

Table 20 in addition to those specified in the Diagnostics 670 
Profile. See the Diagnostics Profile for other mandatory properties of CIM_ElementSoftwareIdentity that 
must be implemented. 

671 
672 

673 Table 20 – Class: CIM_ElementSoftwareIdentity 

Properties Requirement Notes 

Antecedent Mandatory Shall be a reference to an instance of 
CIM_SoftwareIdentity. 

Dependent (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

10.11 CIM_HostedService  674 

Although defined in the Diagnostics Profile, the CIM_HostedService class is listed here because the 
Dependent reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest. The constraints listed in 

675 
676 

Table 21 in addition to those specified in the Diagnostics 677 
Profile. See the Diagnostics Profile for other mandatory properties of CIM_HostedService that must be 
implemented. 

678 
679 

680 Table 21 – Class: CIM_HostedService 

Properties Requirement Notes 

Antecedent Mandatory Shall be a reference to an instance of 
CIM_ComputerSystem. 

Dependent (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

10.12 CIM_OwningJobElement  681 

Although defined in the Diagnostics Profile, the CIM_OwningJobElement class is listed here because the 
OwningElement reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest. The constraints listed in 

682 
683 

Table 22 in addition to those specified in the Diagnostics 684 
Profile. See the Diagnostics Profile for other mandatory properties of CIM_OwningJobElement that must 
be implemented. 

685 
686 
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Table 22 – Class: CIM_OwningJobElement 687 

Properties Requirement Notes 

OwningElement (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

OwnedElement Mandatory Shall be a reference to an instance of 
CIM_ConcreteJob. 

10.13 CIM_RecordAppliesToElement  688 

Although defined in the Diagnostics Profile, the CIM_RecordAppliesToElement class is listed here 
because the Dependent reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest. The constraints listed in 

689 
690 

Table 23 in addition to those specified in the Diagnostics 691 
Profile. See the Diagnostics Profile for other mandatory properties of CIM_RecordAppliesToElement that 
must be implemented. 

692 
693 

694 Table 23 – Class: CIM_RecordAppliesToElement 

Properties Requirement Notes 

Antecedent Mandatory Shall be a reference to an instance of 
CIM_RecordForLog. 

Dependent (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

10.14 CIM_ServiceAffectsElement  695 

Although defined in the Diagnostics Profile, the CIM_ServiceAffectsElement class is listed here because 
the AffectedElement reference is scoped down to a subclass of CIM_ManagedElement as specified in 
clause 

696 
697 
698 
699 

4.1, and the AffectingElement reference is scoped down to CIM_CPUDiagnosticTest, which is a 
subclass of CIM_DiagnosticTest. The constraints listed in Table 24 in addition to those specified in the 
Diagnostics Profile. See the Diagnostics Profile for other mandatory properties of 
CIM_ServiceAffectsElement that must be implemented. 

700 
701 

702 Table 24 – Class: CIM_ServiceAffectsElement 

Properties Requirement Notes 

AffectedElement (overridden) Mandatory Shall be a reference to an instance of the 
CIM_ManagedElement subclass specified in 
clause 4.1. 

AffectingElement (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

10.15 CIM_ServiceAvailableElement  703 

Although defined in the Diagnostics Profile, the CIM_ServiceAvailableToElement class is listed here 
because the UsersOfService reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass 
of CIM_DiagnosticTest. The constraints listed in 

704 
705 

Table 25 in addition to those specified in the Diagnostics 706 
Profile. See the Diagnostics Profile for other mandatory properties of CIM_ServiceAvailableToElement 
that must be implemented. 

707 
708 

709 Table 25 – Class: CIM_ServiceAvailableToElement 

Properties Requirement Notes 

ServiceProvided Mandatory Shall be a reference to an instance of 
CIM_HelpService. 
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Properties Requirement Notes 

UsersOfService (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

10.16 CIM_ServiceComponent  710 

Although defined in the Diagnostics Profile, the CIM_ServiceComponent class is listed here because the 
GroupComponent reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest, and the PartComponent reference is scoped down to CIM_CPUDiagnosticTest, 
which is a subclass of CIM_DiagnosticTest. The constraints listed in 

711 
712 
713 
714 Table 26 in addition to those 

specified in the Diagnostics Profile. See the Diagnostics Profile for other mandatory properties of 
CIM_ServiceComponent that must be implemented. 

715 
716 

717 Table 26 – Class: CIM_ServiceComponent 

Properties Requirement Notes 

GroupComponent (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

PartComponent (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

10.17 CIM_UseOfLog  718 

Although defined in the Diagnostics Profile, the CIM_UseOfLog class is listed here because the 
Dependent reference is scoped down to CIM_CPUDiagnosticTest, which is a subclass of 
CIM_DiagnosticTest. The constraints listed in 

719 
720 

Table 27 in addition to those specified in the Diagnostics 721 
Profile. See the Diagnostics Profile for other mandatory properties of CIM_UseOfLog that must be 
implemented. 

722 
723 

724 Table 27 – Class: CIM_UseOfLog 

Properties Requirement Notes 

Antecedent Mandatory Shall be a reference to an instance of 
CIM_DiagnosticLog. 

Dependent (overridden) Mandatory Shall be a reference to an instance of 
CIM_CPUDiagnosticTest. 

10.18 CIM_DiagnosticServiceRecord 725 

CIM_DiagnosticServiceRecord is used to provide information on the record log. The constraints listed in 726 
Table 28 are in addition to those specified in the Diagnostics Profile. See the Diagnostics Profile for other 
mandatory elements that must be implemented. See the 

727 
Diagnostics Profile for other mandatory 

properties of CIM_DiagnosticServiceRecord that must be implemented 
728 
729 

730 Table 28 – Class: CIM_DiagnosticServiceRecord 

Properties Requirement Notes 

RecordData Mandatory See 7.5. 

RecordFormat Mandatory See 7.5. 

RecordType Mandatory See 7.5. 

 731 
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(informative) 

 
Change Log 

732 
733 
734 
735 
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